***Ofsted Checklist: E-Safeguarding***

|  |  |  |  |
| --- | --- | --- | --- |
|  |  | RAG | Notes/Actions |
| Strategy | There is a designated e-safeguarding lead |  |  |
| The school e-safeguarding lead (and deputy) attended advanced training to ensure they have the knowledge and skills required to carry out the role. |  |  |
| Are any e-safeguarding incidents recorded in a log? |  |  |
| Training | All staff receive e-safeguarding training at least once a year. |  |  |
| Induction training for staff includes an element of e-safeguarding training and an AUP is signed at this time. |  |  |
| Policies | There is an e-safeguarding policy |  |  |
| E-safeguarding links in and is referred to in safeguarding policy and anti-bullying policy |  |  |
| The staff behavior policy should refers to acceptable use policies and refers to staff use of social media, including reference to staff/pupil relationships within social media. |  |  |
| All staff and other key partners sign an acceptable use policy. |  |  |
| The school’s approach to sexting is reflected within the child protection policy. |  |  |
| The school has a mobile phone policy |  |  |
| The school has risk assessed the fact that pupil mobiles have 3G/4G which allows them to access the internet. |  |  |
| Curriculum | Schools should have a broad and balanced e-safeguarding curriculum where pupils are taught the risks and safe practice when age appropriate. |  |  |
| Infrastructure | Schools has a robust filtering system in place |  |  |
| Filtering system is not locked down, flexible, age appropriate and any changes to permissions are documented. |  |  |
| School has a robust monitoring solution in place |  |  |