**International transfers of personal information**

Our main servers are located in the UK and we do not directly transfer your personal data outside of the UK.

However, information that we collect from you may still be transferred to, and stored at, a destination outside the European Economic Area (**EEA**), due to a limited number of third party systems that some of our services use, as follows;

* **GoogleDocs**, used by our education services for document management
* **Google Analytics**, used in connection with our websites and Cookies

More information about Google safeguards can be found at <https://cloud.google.com/security/gdpr/> and

<https://privacy.google.com/businesses/compliance/#?modal_active=none>

* **MailChimp**, is sometimes used by our Fundraising Team for marketing purposes, their Privacy Notice can be found at <https://mailchimp.com/legal/privacy/>

Their servers are located in the United States (US), therefore outside the EEA. These organisations have in place appropriate safeguards in accordance with applicable legal requirements to provide adequate protection for any personal data transferred from Switzerland, the UK or the EEA to the United States. For example, they use and have incorporated European Commission Approved ‘Standard Contractual Clauses’ or ‘Model Causes’ into their data processing agreements which in turn may be viewed via the relevant links shown above.

Unfortunately, any transmission of information via the internet is not completely secure. Although we will do our best to protect your personal information, we cannot guarantee the security of your data transmitted to our Site and any transmission is at your own risk. Once we have received your information, we will use strict procedures and security features to try to prevent unauthorised access.

If you would like to receive further information about our safeguards, please contact us using the contact information provided.